
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

 
 
 
 

Insider Threat (InT)
 

Gray Tier Technologies provides customized, effective, and cost-effective 
assessment services utilizing proven testing methodologies that provide 
our clients with insight into the actual risk and business impact of system 
vulnerabilities. Gray Tier’s specific areas of service include continual 
external evaluation of services of an organization Insider Threat. 

CORPORATE OVERVIEW 
Gray Tier Technologies LLC, 
headquartered in Alexandria 
VA, is a technology services & 
products firm with a core focus 
on cybersecurity. 
 
 Service-Disabled Veteran 

Owned Small Business 
(SDVOSB) 

 Security Clearances 
SCI, Top Secret, Secret, Public 
Trust 

 Certifications 
CREST CCT, GPEN, GWAPT, 
OSCP, OSWP, GCIH, CISSP, 
GSEC, MCSE, RHCT, NSA 
IAM/IEM, CEH, OSCP, OSCE 

 Affiliations 
CREST, SANS, ISC2, ISACA, 
NBISE,  ISSA 
NOVA Hackers, EC-Council, 
PMI,  OWASP 
 

 Past Performances 
− APT Black Hat Training 

Course 
− Department of Defense 

(DOD) 
− Department of Homeland 

Security (DHS) 
− Department of Education 

Federal Student Aid (FSA) 
− Federal Deposit Insurance 

Corporation (FDIC) 
− Financial Sector Clients 
− Service & Hospitality 

Clients 
− Cloud Based Clients 

DIFFERENTIATORS & ADVANTAGES 

Our People — Knowledgeable, 
Certified, and Cleared 

 Subject Matter Experts in VA/PT methodology 
and tactical delivery 

 Extensive experience in current and emerging 
web applications, networks, databases, 
wireless, mobile computing, cloud security, 
social engineering, social media, and 
intelligence gathering 

 
Our Processes — Proven Project 

Management & Delivery 
 Proven assessment methodology aligned to 

vulnerability and penetration testing services 
Modular VA/PT approach allows for 
customization to customers’ needs. 

CONTRACTS 

> GSA IT Schedule 70: 
47QTCA19D00JS 

• Highly Adaptive 
Cybersecurity Services 
(HACS) 132-45 

 
 
 
 

 
 

Is This Right for You? 
 

o You need an assessment report to meet an annual compliance 
requirement  

o You need to validate new or updated security controls or appliances 
o You want to know your current threat exposure to Internet-facing 

assets  
o You have recently migrated to or incorporated a cloud environment 
o You want to evaluate your wireless network security and detect 

unauthorized devices  
o You want to know your current threat exposure to insider threats or 

compromised users 
 

Insider Threat (InT) 
 

We assist organizations in achieving a reduced level of 
risk relative to the potential harm and damages that could 
be caused by your trusted insiders through our training 
and awareness services. Insider threats and their 
associated damages to their organizations are largely due 
to unintentional insider actions. 
 
Employee’s unintentional actions that cause damage to 
their employer are generally due to an unawareness or 
lack of knowledge of the current and ever evolving threat 
landscape. 
 
Our approach encompasses a team of insider threat (InT) 
experts that will review your organization and its relative 
threats to tailor a training program that is right for you 
 
 

Founded in 2014, Gray Tier Technologies provides technology consulting services focused on solving the 
toughest cyber security challenges faced by government, commercial, and military organizations. 

CONTACT 
 
2800 Eisenhower Ave 
Suite 220 
Alexandria, VA 22314 
Phone:703.224.8952 
Fax: 703.224.8801 
www.graytier.com 
info@graytier.com 
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